[Insert organisation name/logo]

**CYBER SECURITY INCIDENT REGISTER**

**[insert organisation name]** has developed a cybersecurity incident register to assist with ensuring that appropriate remediation activities are undertaken in response to cybersecurity incidents.

In addition, the types and frequency of cybersecurity incidents, along with the costs of any remediation activities, can be used as an input to future risk assessment activities.

|  |  |  |  |  |  |
| --- | --- | --- | --- | --- | --- |
| **Date of incident** | **Date incident discovered** | **Description of incident** | **Actions taken in response to the incident** | **To whom was it reported?** | **Future risk mitigation** |
|  |  |  |  |  |  |
|  |  |  |  |  |  |
|  |  |  |  |  |  |